
Modern Workplace with Secure Score V2.1

A Click-to-Run™ Solution from TD SYNNEX

TD SYNNEX Secure Score solution allows partners to apply Multi-Factor Authentication policies for all users 
except a Secure Score user that can be used as a break glass or emergency access account. In our Version 2.1 we 
have added some great features which includes using an automation account that will be added to your tenant 
domain for managing the scheduled tasks. This will be configured as a service principle without credentials or 
logon capabilities. We also use runbooks that will provide alert notifications when a runbook is executed. In the 
advanced option, customers can upload their custom code using a BYOC which allows our partners to run their 
own runbooks. Post deployment, partners can leverage the Score based on risk assessment to make 
recommendations to improve customers' Office 365 security posture.

Key Features

• Creates a security baseline with pr-

configured security polices based on 

industry best practices.

• Deploys Conditional Access polices (Azure 

AD P1, or P2 required.

• Compatible with Microsoft 365 Business, 

E3 and E5 subscriptions.

• Allows you to bring your own code (BYOC) 

for runbooks. 

• Score based risk assessment tool to 

analyze risk and take action to 

improve security posture.

Core Infrastructure
• Office 365

• Azure Automation

• Conditional Access policies

• Azure Run Books

• Log Analytics

Business Outcomes

• Enabling Conditional Access polices strengthens 

your environment against potential attacks

• Automated Security policies

• Increases your security level

• Establishes a security baseline

• Deploy with or without Security Defaults

• Creates an automation account

• Creates a Break Glass group for admin users without MFA

• Options for a certificate-based password

Deployment Options


