
Microsoft Sentinel

Microsoft  Sentinel is a cloud-native Security Information and Event Management (SIEM) and Security 
Orchestration, Automation and Response (SOAR) solution. Sentinel is your birds-eye view across the entire 
organization easing the stress of increasingly sophisticated attacks, alerts and long resolutions timeframes. 

This solution allows partners to deploy a new Sentinel environment in minutes, which includes the set-up of a Log 
Analytics workspace. Microsoft partners who currently have an existing Workspace environment can easily integrate 
their existing environment using our user-interface. 

Key Features

• Integrate your existing workspace into the 

deployment via our user interface. 

• Sentinel collects and analyzes activity 

across your entire IT infrastructure by 

leveraging intelligence to detect threats 

allowing you to take action immediately. 

• Integrates with Microsoft services and 

other Click-to-Run solutions like Backup on 

Azure Backup & Veeam Backup and 

Replication 

• Scalable and affordable to any 

organization, 90 days free log retention.

Key Components
• Azure VM’s

• Storage Account

• SQL Database

• Sentinel agents for On-prem / Hybrid

Business Outcomes

• Reduce setup and implementation time

• SIEM & SOCaaS possibilities 

• Cost effective cloud native SIEM

• Security threat management 

• Simplified IT management

Microsoft Connectors.

Security Connectors (optional)

Premium Security Centre with Azure Defender  

Deployment Options

A Click-to-Run™Solution from TD SYNNEX


